|  |  |  |
| --- | --- | --- |
| Rejestr zdarzeń bezpieczeństwa z zakresu ochrony danych osobowych Arkusz zdarzenia nr [•] z dn. [•] | | |
| Opis zdarzenia (hasłowo): | [Stypizowany opis zdarzenia.] | | |
| Data uzyskania informacji: | [Data i godzina uzyskania informacji o zdarzeniu] | | |
| Źródło informacji: | [Osoba zgłaszająca lub inne źródła informacji o zdarzeniu] | | |
| Data / okres zdarzenia: | [Data i godzina zdarzenia; okres, którego zdarzenie dotyczy.] | | |
| Osoby dotknięte zdarzeniem: | [Kategorie i ilość podmiotów danych, których dotyczy zdarzenie.] | | |
| Dane dotknięte zdarzeniem: | [Zakres i kategorie danych, których dotyczy zdarzenie.] | | |
| Lokalizacja zdarzenia: | [Lokalizacja fizyczna lub element systemu IT, w którym nastąpiło zdarzenie.] | | |
| Analiza zdarzenia: | [Opis i ocena charakteru zdarzenia pod kątem okoliczności i przyczyn jego wystąpienia oraz zagrożeń dla ochrony danych osobowych oraz praw i wolności podmiotów danych.] | | |
| Stwierdzenie naruszenia: | [Ustalenie, czy nastąpiło zniszczenie, utrata, modyfikacja, nieuprawnione ujawnienie lub nieuprawniony dostęp do przetwarzanych danych osobowych – tj. czy zdarzenie miało charakter incydentu.] | | |
| Data i godzina stwierdzenia naruszenia (jeśli stwierdzono): | [Istotne ze względu na bieg terminów na dokonanie zgłoszeń.] | | |
| Opis skutków naruszenia: | https://upload.wikimedia.org/wikipedia/commons/thumb/6/66/Znak_A-30.svg/80px-Znak_A-30.svg.png | [Określenie wagi, prawdopodobieństwa i stopnia ryzyka naruszenia praw lub wolności osób fizycznych poprzez zniszczenie, utratę, modyfikację, nieuprawnione ujawnienie lub nieuprawniony dostęp do przetwarzanych danych osobowych.  Jeśli prawdopodobieństwo, by naruszenie mogło powodować ryzyko naruszenia praw lub wolności tych osób, jest większe niż małe, zachodzi obowiązek poinformowania organu nadzoru. Jeżeli naruszenie ochrony danych osobowych może powodować wysokie ryzyko naruszenia praw lub wolności tych osób, zachodzi obowiązek poinformowania podmiotów danych.] | |
| Podmiot odpowiedzialny za naruszenie: | [Wskazanie osoby, podmiotu, jednostki organizacyjnej itp.] | | |
| Podmiot odpowiedzialny za wdrożenie działań: | [Wskazanie osoby, podmiotu, jednostki organizacyjnej itp., odpowiadającej za realizację środków zaradczych i naprawczych.] | | |
| Podjęte działania: | [Opis zastosowanych lub proponowanych środków zaradczych i naprawczych.] | | |
| Rezultat działań: | [Opis planowanych i stwierdzonych skutków podjętych działań.] | | |
| Obowiązek notyfikacyjny wobec PUODO: | https://upload.wikimedia.org/wikipedia/commons/thumb/6/66/Znak_A-30.svg/80px-Znak_A-30.svg.png | [Jeśli prawdopodobieństwo, by naruszenie mogło powodować ryzyko naruszenia praw lub wolności osób fizycznych, jest większe niż małe, zachodzi obowiązek poinformowania organu nadzoru. Jeśli zdarzenie nie kwalifikuje się do jednego z wyjątków od tego obowiązku: data, godzina i forma zgłoszenia, z kopią w załączniku; w przypadku wystąpienia opóźnienia w powiadomieniu – wyjaśnienie przyczyn.] | |
| Obowiązek notyfikacyjny wobec podmiotów danych: | https://upload.wikimedia.org/wikipedia/commons/thumb/6/66/Znak_A-30.svg/80px-Znak_A-30.svg.png | [Jeżeli naruszenie ochrony danych osobowych może powodować wysokie ryzyko naruszenia praw lub wolności osób fizycznych, zachodzi obowiązek poinformowania podmiotów danych. Jeśli zdarzenie nie kwalifikuje się do jednego z wyjątków od tego obowiązku: data, godzina i forma przekazania informacji, z kopią w załączniku.] | |
| Zawiadomienie organów ścigania: | [Czy zachodzi obowiązek / stwierdzono potrzebę poinformowania organów ścigania, a jeśli tak: data, godzina i forma zawiadomienia.] | | |
| Monitoring działań i wytyczne dla administratora: | [Uwagi IOD.] | | |
| \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ za administratora danych osobowych Fundacja PO DRUGIE: [imię, nazwisko, funkcja]   \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ Inspektor Ochrony Danych dla Fundacji PO DRUGIE: [imię, nazwisko] | | | |